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CYBERSECURITY &
INFRASTRUCTURE
SECURITY AGENCY




Cybersecurity and
Infrastructure Security
Agency (CISA)

As America’s Cyber Defense Agency and the National
Coordinator for Critical Infrastructure Security and
Resilience, CISA leads the national effort to understand,
manage, and reduce risk to the cyber and physical

infrastructure that Americans rely on every hour of every day.
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CYBER DEFENSE:
Spearhead the National Effort to Ensure Defense and
Resilience of Cyberspace

RISK REDUCTION & RESILIENCE:
Reduce Risks to, and Strengthen Resilience of, America’s
Critical Infrastructure

STRATEGIC PLAN OPERATIONAL COLLABORATION:

Strengthen Whole-of-Nation Operational Collaboration

2023—202 5 and Information Sharing

AGENCY UNIFICATION:
Unify as One CISA Through Integrated Functions,
Capabilities, and Workforce
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LEARN MORE ABOUT
CISA’S LEADERS AT
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HOW CISA IS CARRYING
OUT ITS CYBERSECURITY
MISSION:

> Catalyze Persistent
Collaboration Across
Government and the
Private Sector
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Drive Prioritization and
Measure Adoption of the
Most Effective Security
Measures

Serve as the Operational

CISA’'s Cybersecurity Division leads the national Lead for Federal Civilian
effort to reduce the prevalence and impact of Cybersecurity

cyber incidents by providing services, guidance, Advance a Technology
and capabilities that address immediate risks Product Ecosystem that is

and advance toward a secure cyber ecosystem. Secure by Design



Infrastructu re :
Security

Mission
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CISA’s Infrastructure Security Division leads the
coordinated effort to reduce risks posed to our
critical infrastructure, whether from man-made

or natural causes.



Emergency
Communications

Mission
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CISA’s Emergency Communications Division
supports and promotes communications used by
emergency responders and government officials
to keep America safe, secure, and resilient.

HOW CISA IS CARRYING
OUT ITS EMERGENCY
COMMUNICATIONS
MISSION:

> Expand Interoperability

» Coordinate Effective
Communications
Planning

> Increase Priority Services
Adoption with Interoperable
Priority




National Risk
Management -
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CISA’s National Risk Management Center
provides planning, analysis, and collaboration to
lead strategic risk reduction efforts for the nation.

HOW CISA IS CARRYING
OUT ITS RISK MANAGEMENT
MISSION:

>

Provide Risk Analysis to
Customers Throughout
the Critical Infrastructure
Community

Drive Shared Understanding
and Collaborative Mitigation
of Risks

Drive Action in Focused,
Prioritized Risk Areas
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Stakeholder
Engagement
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CISA’s Stakeholder Engagement Division builds and
maintains national and international partnherships and
engagements while serving as the hub for the shared
stakeholder information that advances unified risk
reduction efforts.

HOW CISA IS CARRYING
OUT ITS STAKEHOLDER
ENGAGEMENT MISSION:

>

Plan and Implement
Collaboratively Stakeholder
Engagements and
Partnership Activities to
Advance a Unified Mission
Delivery

Use Stakeholder Insights

and Feedback to Inform CISA
Product Development and
Mission Delivery

Ensure Stakeholders
Have Easy Access to CISA
Programs, Products,
Services, and Information
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CISA’s Integrated Operations Division enhances the resilience
of our nation’s critical infrastructure by taking an integrated
approach to delivering services and sharing information. By
meeting our stakeholders where they are, we help critical
infrastructure owners and operators mitigate risk.

HOW CISA IS CARRYING
OUT ITS INTEGRATED
OPERATIONS MISSION:

> Provide Operational Visibility
to Understand, Manage, and
Reduce Risk to the Nation

» Offer a Unified Regional
Approach to Sharing
Information and Delivering
CISA Services




CISA Regions

CISA.GOV/REGIONS




Visit CISA.gov to learn more and see our mission in action at cisa.gov/about/2024YIR

or contact us at central@cisa.dhs.gov
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